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Newline Secure User Guides
Please use the following guides below and ensure that you follow all of the steps 
for proper deployment and activation of Newline Secure.

It is recommended to follow the steps of the Portal Sign-Up Guide, then either the 
Singlewire or Centegix Integration Guide, and finally the Mass-Deployment Guide.

Portal Sign-Up Guide

Singlewire Integration Guide

Centegix Integration Guide

Mass-Deployment Guide

If you prefer to learn about Newline Secure through an interactive training, check 
out our training course here!

If you have questions or need assistance with Newline Secure, please contact 
Newline Technical Support:

Submit a ticket here!

Give us a call at 1 8334699520

https://view.genially.com/6733d9741bb6bab862910e28
https://newlineinteractive.freshdesk.com/support/tickets/new
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If you have questions or need assistance with the Singlewire Portal, please 
contact Singlewire Support by submitting a ticket using the link below:

https://support.singlewire.com/s/contactsupport

If you have questions or need assistance with the Centegix Portal, please contact 
Centegix Support by sending an email:

support@centegix.com

https://support.singlewire.com/s/contactsupport
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Portal Sign-Up Guide

Signing Up & Registering for Newline Secure
This guide will walk you through how to create and sign-up for your Newline 
Secure account.

Step 1: Navigate to the Newline Secure 
Portal

Please visit the Newline Secure Portal

Step 2: Creating Your Account
Select the ‘Create Accountʼ option in order to begin registration

https://secure.newline-interactive-global.com/
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Enter your email in the provided field and select ‘Create Accountʼ

Note: An organization domain is required to create an account.

Enter your organization name in the provided field and select ‘Create Accountʼ
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You will be redirected to a login page and will receive a pop-up message to 
you verify your email.

Please login to your associated email account and click the link to verify your 
email address.

After email verification, you will be asked to set your password.
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After setting your password, your account has now been created!

Congratulations, you have successfully created and registered your Newline 
Secure account! 

Please continue on to either the
 Singlewire or Centegix integration guides in order to proceed with the setup of 
Newline Secure.
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If you have questions or need assistance with the Newline Secure portal, please 
contact Newline Technical Support:

Submit a ticket here!

Give us a call at 1 8334699520

https://newlineinteractive.freshdesk.com/support/tickets/new
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Singlewire Integration Guide

Integrating Newline Secure with Singlewire InformaCast
This guide will walk you through integrating Newline Secure with Singlewire 
InformaCast using InformaCast API connectors and scenarios.

Before proceeding with this guide, please ensure that you have followed the 
Portal Sign-Up Guide in order to create your account!

Note: Only Newline Q Pro Series Panels are currently supported. For best 
performance and stability, please ensure that your Q Pro is on firmware v1.0.75 
or higher.

Step 1: Create a Device Group
On the ‘Deviceʼ tab, look for the ‘Groupsʼ sidebar and click the ‘+ʼ icon

If you do not see the ‘Groupsʼ sidebar, then you can click the ‘Groupsʼ 
button to open it.

Type in a name for your group in the text box that appears, and click the ‘✓ʼ 
icon
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Step 2: Register Your Devices
Note: Only Newline Q Pro Series Panels are currently supported. For best 
performance and stability, please ensure that your Q Pro is on firmware v1.0.75 
or higher.

There are three methods for registering your devices to a Newline Secure Device 
Group:

Single Device Registration via the Web Console

Bulk Device Registration via the Web Console

Registration via the Newline Secure Android Application on the Display

2.1 Register Your Device on the Newline Secure Web 
Console

2.1.1 Single Device Registration (Method 1)
On the ‘Deviceʼ tab, navigate to and click the blue ‘Addʼ button, then select 
‘Addʼ

Input the deviceʼs serial number and set a name for the device, then click 
‘Nextʼ
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2.1.2 Bulk Device Registration (Method 2)
On the ‘Deviceʼ tab, navigate to and click the blue ‘Addʼ button, then select 
‘Bulk Addʼ

Download the import template using the provided link
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Enter your devices into the Excel table and save the import template to your 
computer (.xlsx format)

Select ‘Uploadʼ or drag and drop the Excel file into the designated area, then 
click the confirmation button to complete bulk-registration
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2.2 Registration via the Newline Secure Android Application 
(Method 3)

Open the ‘Newline Secureʼ application on your display

Tap ‘Account Bindingʼ

Login with your Newline Secure account information
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Enter a device name for this display

Select at least one group for this display to be registered to



Singlewire Integration Guide 7

Step 3: Customize your global alert 
settings

On the ‘Alert Settingsʼ tab, you can customize the alert background image and 
audio level for your Newline Secure alerts:
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Note: These settings automatically apply globally across all Newline 
Secure groups and devices

Step 4: Create your Singlewire InformaCast 
Message Template

Inside of your Singlewire InformaCast console, navigate to ‘Notificationsʼ ⇒ 
‘Message Templatesʼ

Click the ‘Create Message Templateʼ button in the top right

Add the following items into the message template, then click the ‘Save 
Templateʼ button in the bottom right corner

Template Name

Alert Subject

Alert Body Description)
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You will also have to add in a recipient to save this template, feel free 
to add any external systems (that are not Newline Secure) or email 
addresses for notifications.

Note: Custom Audio & Images are not currently supported by 
Newline Secure.

Step 5: Create your Singlewire InformaCast 
Scenario(s)
In this guide we will be creating two different scenarios, an ‘Alertʼ scenario, and an 
‘All Clearʼ scenario:

The ‘Alertʼ scenario will activate the Newline Secure application on a group of 
devices and display the subject and description of a Singlewire InformaCast 
Message Template.

The ‘Clearʼ scenario will clear out any existing alerts that are being displayed 
on a group of devices, returning them to normal functionality.

If you have existing scenarios in your console you are welcome to move forward 
to Step 6, otherwise please follow the below guide to create your Alert and Clear 
scenarios:
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Creating an Alert scenario
Inside of your Singlewire InformaCast console, navigate to ‘Notificationsʼ ⇒ 
‘Command Centerʼ ⇒ ‘Scenariosʼ on the side toolbar

Click the ‘Create Scenarioʼ button in the top right

Select your preferred Scenario Type and click ‘Continueʼ

For this guide we will be using the Standard scenario type

Enter the scenario name, and choose an icon / color for your alert button
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Set a name for your scenario notification, then using ‘Message Templateʼ 
dropdown menu select the Message Template that was created earlier in this 
guide Step 5.

After your scenario is customized, be sure to click the ‘Saveʼ button
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Creating a Clear scenario
Inside of your Singlewire InformaCast console, navigate to ‘Notificationsʼ ⇒ 
‘Command Centerʼ ⇒ ‘Scenariosʼ on the side toolbar

Click the ‘Create Scenarioʼ button in the top right

Select your preferred Scenario Type and click ‘Continueʼ

For this guide we will be using the Standard scenario type

Enter the scenario name, and choose an icon / color for your alert button
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Set a name for your scenario notification, then using ‘Message Templateʼ 
dropdown menu select the Message Template that was created earlier in this 
guide Step 5.

After your scenario is customized, be sure to click the ‘Saveʼ button
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Step 6: Add the Newline Secure API 
Connectors to each scenario
Generate CAP ‘Alertʼ Information from Newline Secure
To create a Singlewire API Connector to attach to a Singlewire Scenario, we first 
need to generate the Common Alerting Protocol CAP endpoint information for 
each Newline Secure group:

Click the ‘CAPʼ button in the device group list to generate CAP integration 
information

Now you should see a window appear that contains the API endpoint 
information for your Newline Secure group. Keep this window open as we will 
need to copy this information over to the Singlewire InformaCast console.
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Ensure that ‘Security Platformʼ is set to Singlewire

Ensure that ‘Bodyʼ is set to Alert

In the Singlewire InformaCast console, navigate back to Scenarios and re-
open the ‘Alertʼ scenario that was created in Step 6
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Click on API Connector

Click on Add API Connector

A new window should appear titled ‘Add an API Connectorʼ, use the CAP Alert 
information we have just gathered from Newline Secure to create this 
connector and navigate to the Headers tab:
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1  Create a name for your API connector

2  Copy over the Webhook URL from your Newline Secure Groupʼs CAP 
information window

3  Copy over the Key from your Newline Secure Groupʼs CAP information 
window

4  Copy over the Value from your Newline Secure Groupʼs CAP 
information window

5  Ensure you check the Encrypt box.

Then, click on the ‘Bodyʼ tab and copy over the Body from your Newline 
Secure Groupʼs CAP information window and click Save
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This will navigate you back to the Scenario Edit Screen where you can now 
see that the API connector has been added. ENSURE THAT YOU CLICK SAVE 
ONCE MORE TO FINISH ADDING YOUR API CONNECTOR TO THE SCENARIO.

Generate CAP ‘Clearʼ Information from Newline 
Secure
To create a Singlewire API Connector to attach to a Singlewire Scenario, we first 
need to generate the Common Alerting Protocol CAP endpoint information for 
each Newline Secure group:

Click the ‘CAPʼ button in the device group list to generate CAP integration 
information

Now you should see a window appear that contains the API endpoint 
information for your Newline Secure group. Keep this window open as we will 
need to copy this information over to the Singlewire InformaCast console.
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Ensure that ‘Security Platformʼ is set to Singlewire

Ensure that ‘Bodyʼ is set to Clear

In the Singlewire InformaCast console, navigate back to Scenarios and re-
open the ‘Alertʼ scenario that was created in Step 6
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Click on API Connector

Click on Add API Connector

A new window should appear titled ‘Add an API Connectorʼ, use the CAP Alert 
information we have just gathered from Newline Secure to create this 
connector and navigate to the Headers tab:
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1  Create a name for your API connector

2  Copy over the Webhook URL from your Newline Secure Groupʼs CAP 
information window

3  Copy over the Key from your Newline Secure Groupʼs CAP information 
window

4  Copy over the Value from your Newline Secure Groupʼs CAP 
information window

5  Ensure you check the Encrypt box.

Then, click on the ‘Bodyʼ tab and copy over the Body from your Newline 
Secure Groupʼs CAP information window and click Save
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This will navigate you back to the Scenario Edit Screen where you can now 
see that the API connector has been added. ENSURE THAT YOU CLICK SAVE 
ONCE MORE TO FINISH ADDING YOUR API CONNECTOR TO THE SCENARIO.

Congratulations!
Youʼve successfully created Alert and Clear scenarios. These are now available on 
your InformaCast console and ready to integrate into existing workflows.

If you have questions or need assistance with the Newline Secure portal, please 
contact Newline Technical Support:

Submit a ticket here!

Give us a call at 1 8334699520

https://newlineinteractive.freshdesk.com/support/tickets/new
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If you have questions or need assistance with the Singlewire Portal, please 
contact Singlewire Support by submitting a ticket using the link below:

https://support.singlewire.com/s/contactsupport

https://support.singlewire.com/s/contactsupport
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Centegix Integration Guide
Integrating Newline Secure with Centegix CrisisAlert
This guide will walk you through integrating Newline Secure with Centegix 
CrisisAlert using the Centegix IP Integrations feature.

Before proceeding with this guide, please ensure that you have followed the 
Portal Sign-Up Guide in order to create your account!

Note: Only Newline Q Pro Series Panels are currently supported. For best 
performance and stability, please ensure that your Q Pro is on firmware v1.0.75 
or higher.

Step 1: Create a Device Group
On the ‘Deviceʼ tab, look for the ‘Groupsʼ sidebar and click the ‘+ʼ icon

If you do not see the ‘Groupsʼ sidebar, then you can click the ‘Groupsʼ 
button to open it.

Type in a name for your group in the text box that appears, and click the ‘✓ʼ 
icon
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Step 2: Register Your Devices
Note: Only Newline Q Pro Series Panels are currently supported. For best 
performance and stability, please ensure that your Q Pro is on firmware v1.0.75 
or higher.

There are three methods for registering your devices to a Newline Secure Device 
Group:

Single Device Registration via the Web Console

Bulk Device Registration via the Web Console

Registration via the Newline Secure Android Application on the Display

2.1 Register Your Device on the Newline Secure Web 
Console

2.1.1 Single Device Registration (Method 1)
On the ‘Deviceʼ tab, navigate to and click the blue ‘Addʼ button, then select 
‘Addʼ

Input the deviceʼs serial number and set a name for the device, then click 
‘Nextʼ
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2.1.2 Bulk Device Registration (Method 2)
On the ‘Deviceʼ tab, navigate to and click the blue ‘Addʼ button, then select 
‘Bulk Addʼ

Download the import template using the provided link
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Enter your devices into the Excel table and save the import template to your 
computer (.xlsx format)

Select ‘Uploadʼ or drag and drop the Excel file into the designated area, then 
click the confirmation button to complete bulk-registration
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2.2 Registration via the Newline Secure Android Application 
(Method 3)

Open the ‘Newline Secureʼ application on your display

Tap ‘Account Bindingʼ

Login with your Newline Secure account information
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Enter a device name for this display

Select at least one group for this display to be registered to
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Step 3: Customize Your Global Alert 
Settings

On the ‘Alert Settingsʼ tab, you can customize the alert background image and 
audio level for your Newline Secure alerts:
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Note: These settings automatically apply globally across all Newline 
Secure groups and devices

Step 4: Create your Centegix Alerts
Centegix provides a brief tutorial on how to create and edit alert types

https://www.youtube.com/watch?v=kvZUy_gjwR8&t

Note: Custom Audio & Images are not currently supported by Newline 
Secure.

Step 5: Add the Newline Secure API 
Connectors to the IP Integrations
Now that you have created an alert, we will need to use the API Connectors 
created by the Newline Secure Portal and setup the IP Integrations in the 
Centegix CrisisAlert portal

Generate CAP ‘Alertʼ Information from Newline Secure
To create a Centegix API Connector to attach to a Centegix IP Integration, we 
first need to generate the Common Alerting Protocol CAP endpoint information 
for each Newline Secure group:

Click the ‘CAPʼ button in the device group list to generate CAP integration 
information

https://www.youtube.com/watch?v=kvZUy_gjwR8&t
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Now you should see a window appear that contains the API endpoint 
information for your Newline Secure group. Keep this window open as we will 
need to copy this information over to the Centegix CrisisAlert console.
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Ensure that ‘Security Platformʼ is set to Centegix

Ensure that ‘Bodyʼ is set to Alert

In the Centegix CrisisAlert dashboard, click the ‘Menuʼ icon on the top right

Then select ‘Admin Panelʼ
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Once in the ‘Admin Panel ,̓ navigate to and click on the ‘IP Integrationsʼ option 
on the left side.

Next on the ‘Alert Integrationsʼ page, select ‘ Add Integrationʼ in the top right
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This is the ‘New IP Integrationʼ screen where we will enter the Newline Secure 
API Connectors information from earlier. Weʼll go over each dropdown 
individually.

Click on the ‘Select Eventʼ dropdown, in this step we will be creating an ‘Open ,̓ 
so select ‘On Alert Openʼ
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Next, we will select the type of alert to apply, here you will select an alert type 
that you have created earlier

Next is the ‘endpoint ,̓ for this field we will copy the ‘Webhook URLʼ from the 
Newline Secure portal
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And paste it into this field

Now we will choose the ‘Authentication Scheme ,̓ please select ‘Basic Authʼ 
from the dropdown
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For ‘Basic Auth ,̓ copy the username and password from the Newline Secure 
portal and paste them in the appropriate fields in the Centegix CrisisAlert 
console.
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Lastly, we will choose the action type, select ‘External POST Requestʼ from the 
dropdown

After that, please select ‘XMLʼ as the object type and paste the Alert ‘Bodyʼ 
from the Newline Secure Console into the appropriate field in the Centegix 
console. 
Make sure that the XML body correctly shows the msgType ‘Alertʼ as shown 
below.)
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Finally, double check that you have entered everything correctly, then select 
‘Create Integrationʼ
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Now that we have created an IP Integration for the ‘Alert ,̓ we will have to 
repeat the same steps for the ‘Clear .̓

Generate CAP ‘Clearʼ Information from Newline 
Secure
In order to create the ‘Clearʼ we will be using the exact same steps that we used 
for the ‘Alertʼ with a couple of changes in the process.

Click the ‘CAPʼ button in the device group list to generate CAP integration 
information

Now you should see a window appear that contains the API endpoint 
information for your Newline Secure group. Keep this window open as we will 
need to copy this information over to the Centegix CrisisAlert console.
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Ensure that ‘Security Platformʼ is set to Centegix

Ensure that ‘Bodyʼ is set to Clear

In the Centegix CrisisAlert dashboard, click the ‘Menuʼ icon on the top right

Then select ‘Admin Panelʼ
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Once in the ‘Admin Panel ,̓ navigate to and click on the ‘IP Integrationsʼ option 
on the left side.

Next on the ‘Alert Integrationsʼ page, select ‘ Add Integrationʼ in the top right
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This is the ‘New IP Integrationʼ screen where we will enter the Newline Secure 
API Connectors information from earlier. 

Click on the ‘Select Eventʼ dropdown, in this step we will be creating a ‘Clear ,̓ 
so select ‘On Alert Closeʼ
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Next, we will select the type of alert to apply, here you will select an alert type 
that you have created.

Next is the ‘endpoint ,̓ for this field we will copy the ‘Webhook URLʼ from the 
Newline Secure portal
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And paste it into this field

Now we will choose the ‘Authentication Scheme ,̓ please select ‘Basic Authʼ 
from the dropdown
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For ‘Basic Auth ,̓ copy the username and password from the Newline Secure 
portal and paste them in the appropriate fields in the Centegix CrisisAlert 
console.
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Next, we will choose the action type, select ‘External POST Requestʼ from the 
dropdown

After that, please select ‘XMLʼ as the object type and paste the Clear ‘Bodyʼ 
from the Newline Secure Console into the appropriate field in the Centegix 
console. 
Make sure that the XML body correctly shows the msgType ‘Clearʼ as shown 
below.)
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Finally, double check that you have entered everything correctly, then select 
‘Create Integrationʼ
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Congratulations!
You have now created new IP Integrations that will trigger an alert, and clear out of 
existing alerts for a Newline Secure group of devices. 

If you have any questions/issues with the Newline Secure Portal, please reach out 
to Newline Technical Support and weʼd be glad to help you out!

Submit a ticket here!

Give us a call at 1 8334699520

If you have questions or need assistance with the Centegix Portal, please contact 
Centegix Support by sending an email:

support@centegix.com

https://newlineinteractive.freshdesk.com/support/tickets/new
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Mass-Deployment Guide

Installing & Mass Deploying Newline Secure
Is Newline Secure not pre-installed on your panels?

In order to obtain the Newline Secure apk file, please reach out to the Newline 
Tech Support Team

Submit a ticket here!

This guide will walk you through how to install and mass deploy Newline Secure 
across multiple panels using Newline Display Management.

Before proceeding with this guide, please ensure that you have completed the 
steps in the Portal Sign-Up Guide and either the Singlewire or Centegix 
Integration Guide.

Note: Only Newline Q Pro Series Panels are currently supported. For best 
performance and stability, please ensure that your Q Pro is on firmware v1.0.75 
or higher.

Step 1: Create a Group in NDM
After logging into Newline Display Management, navigate to the ‘Devicesʼ tab.

https://newlineinteractive.freshdesk.com/support/tickets/new
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Select the ‘Groupsʼ button on the right side of the screen.

This will open the ‘Groupsʼ tab, select the ‘+ʼ icon to create a new group.

Type in a ‘Group Nameʼ (required) and a ‘Group Descriptionʼ (optional).

Then navigate to the ‘Tagsʼ tab, from here you can create a new tag for the 
group or utilize an existing one.

If you are creating a new tag, type in a name and hit enter.
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If you are using an existing tag, select the one you would like to use.

Once you have decided on a tag to associate with your group, select Save to 
complete the creation of your Device Group in NDM.

Step 2: Add Devices to Your Group
To add devices to your newly created group, we have to add the associated 
tag to the devices weʼd like to add.
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Start by selecting the devices from the dropdown that youʼd like to add by 
clicking the box on the left

Note: Only Newline Q Pro Series Panels are currently supported. For 
best performance and stability, please ensure that your Q Pro is on 
firmware v1.0.75 or higher.

After youʼve selected all of the devices, click the ‘More Actionsʼ button at the 
top

Scroll down until you see the ‘Tagsʼ option and select it
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Make sure that ‘Addʼ is selected, and input or select the tag that you 
associated with your Device group from the previous step.

Then select the ‘Confirmʼ option to apply those tags.
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You should see the number of devices in your group increase on the ‘Groupsʼ 
tab, if not, try refreshing your page to confirm that the devices were added.

Step 3: Creating the Installation Workflow
In order to deploy Newline Secure to our newly created group, weʼll need to 
first create a workflow.

Select the ‘Actionsʼ button next to your ‘Groupʼ in the ‘Groupsʼ tab.
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Scroll down and select the ‘Workflowʼ Option

Select ‘Add Newʼ in the bottom left hand corner.
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Start by typing a ‘Workflow Nameʼ (required) and a ‘Workflow Descriptionʼ 
(optional).

Next Select the ‘Commandsˮ icon on the left
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Next select ‘Add Command ,̓ and scroll down and select the ‘Restartʼ option.

Next select ‘Add Commandʼ again, and select the ‘Install Packageʼ option
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Select ‘Add Newʼ in the bottom left corner

Click the ‘Select Upload Methodʼ dropdown, and select ‘Upload Fileʼ
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Select ‘Add Fileʼ and choose the Newline Secure apk file that you downloaded 
Note: If you donʼt have the Newline Secure apk, please submit a ticket to our 
Newline Tech Support Team here!

Once selected, it may take a moment to load the file

Feel free to change the ‘Repository Nameʼ to whatever youʼd like, then select 
‘Confirmʼ

https://newlineinteractive.freshdesk.com/support/tickets/new
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Now select your newly created repository and select ‘Addʼ in the bottom right.

Finally select ‘Add Command ,̓ and scroll down and select the ‘Restartʼ option 
again.
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Your completed workflow should look like this:

Once youʼve double checked your ‘Workflow ,̓ select ‘Confirmʼ
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Step 4: Deploying the Workflow to Your 
Device Group

Here is a brief explanation on the workflow that we just created in the previous 
step:

This workflow is designed to first restart the panel in order to ensure that 
the application is installed on the ‘Ownerʼ profile, then installs the Newline 
Secure apk while at the lock screen, and then restarts the panel again to 
complete the system registration process. 

This workflow helps to ensure that no interaction at the panel is required in 
order for the mass deployment and activation of Newline Secure.

We are now ready to deploy our Workflow to our Device Group via NDM.

Select the ‘Actionsʼ button next to your ‘Groupʼ in the ‘Groupsʼ tab.

Scroll down and select the ‘Workflowʼ Option
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Select your newly created ‘Workflow ,̓ and then select ‘Applyʼ

At the bottom left corner of the page, you can see the status of the workflow 
that was just sent.
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Clicking on the workflow command will pull up a window showing a more 
detailed status

Please ensure that the command is sent and reports successfully before 
attempting to send any alerts via Singlewire or Centegix

If the command reports successful, you have successfully mass-deployed and 
activated Newline Secure on the panels in your Device Group.

Step 5: Donʼt Forget to Test Your Alerts
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Now that youʼve successfully gotten everything setup, registered, installed, 
and integrated, now you should test out your alerts and make sure that 
everything is functioning as expected.

Testing out your alerts will help you to ensure that all of your panels are 
properly receiving alerts and communicating with the Singlewire or 
Centegix systems.

This also allows you to make any changes that you may need to the Alert 
Background & Sound Level within the Newline Secure Console. 
Remember that these backgrounds and sound levels will be applied 
globally to all of your panels.)

If you have questions or need assistance with Newline Secure or Mass 
Deployment via NDM, please contact Newline Technical Support:

Submit a ticket here!

Give us a call at 1 8334699520

If you have questions or need assistance with the Singlewire Portal, please 
contact Singlewire Support by submitting a ticket using the link below:

https://support.singlewire.com/s/contactsupport

If you have questions or need assistance with the Centegix Portal, please contact 
Centegix Support by sending an email:

support@centegix.com

https://newlineinteractive.freshdesk.com/support/tickets/new
https://support.singlewire.com/s/contactsupport
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